
target your true auditing &
security enemies!

sf-noevasion®

ultimate hardening,

streamlining and

consolidation of your

audit & security trails

log - block - modify

allows replacement

of password and

security exits

Systems and processes never tell you the whole story. But complete and authentic logs are
a prerequisite for both proper IT operation and complete auditing & compliance – including
effective detection of fraud and abuse. You may not believe this, but essential and highly
critical activity on your recognized z/OS mainframe simply does not come to your attention
since it is not logged or properly protected.

The triad of smart and smooth z/OS command and system service verification includes logging,
blocking and modifying. SF-NoEvasion for z/OS provides the ultimate hardening and
transparency of your audit trails and security mechanisms against information suppression,
bypassing, or fraud and abuse. It also improves and enhances critical security controls to allow
highly precise and flexible decisions on their usage! Become the boss by finally knowing the
complete story on what's happening on your z platform!

The plug & play Real-Time Sniffer, Spool Monitor, File Watcher, Universal Log Scanner and Event
Forwarder finally lets you feed all your security and compliance monitoring applications with
event data  – with utmost completeness and speed. The included PC-based system for Security Infor-
mation and Event Management (SIEM) provides a high-performance audit workflow. As an option,
it lets you also include events of non-mainframe platforms, such as Windows, UNIX, Linux, etc.

Highest security and compliance levels for the z/OS mainframe platform are requested.
All security and compliance standards, like SOX, PCI, ISO, FERC, DOD, HiPAA, etc., claim full (100%)
transparency and the ability to audit completely all processes in your company's IT. Missing audit
information represents a top-level risk, implying the impossibility of effectively detecting fraud,
abuse and non-compliant behavior.

But how can incomplete logs be possible on platforms having received the highest levels of
[security] certifications? Your fear is reasonable! Various processes may be involved, such as invalid
system configurations, critical system services supporting "no logging" features, tricky log
suppression, bypassed security mechanisms, and much more. High-value compliance certifications
may easily become invalidated in cases of incomplete audit data. Skilled software vendors, staff, or
parties with any malicious intent may easily dupe you by hiding the "actual truth", and, furthermore,
putting into question your company's compliance and the legal protections of your auditing.

SF-NoEvasion includes the experience of penetrating and assessing mainframes for over a decade
to achieve extremely secure environments. It provides comprehensive and smart command and
system service verification to completely audit and protect all critical z/OS components, including
Security Server (RACF), user authentication, user password change, console commands, FTP, and
much more. At last, you don’t have to put up with any potential weaknesses related to your audit
trails, and you can finally achieve the highest level of automated controls and completeness in
your compliance strategy!

You finally know the whole story that is essential to becoming really compliant and secure!

y o u r  g o a l s

©
 2

01
1 

 D
r.

 S
te

ph
en

 F
ed

tk
e,

 E
nt

er
pr

is
e-

IT
-S

ec
ur

ity
.c

om

real z/os security and complete compliance have never been easier!

real-time

audit & compliance

provider for z/os



smart and smooth
command & system service
verification for z/os

complete
logs

command ruleswhite lists

validation requests operational controls

command
or service action

log

block [& log]

modify [& log]

racf command

ftp session command

console command

password change request

user authentication request

resource access

miscellaneous mvs & unix(uss)
system service calls and more

controls

complete logging

event forwarder
selects events, formats standardized event
log records, and forwards them via any medium

security information
and event management (siem)
PC-based GUI for highly-efficient monitoring,
auditing and reporting

event sources and users

regular SMF & syslog records created by all
other system components (RACF, DB2, etc.)

general option for all your  applications to
finally access and process required SMF &
syslog records in real-time

any third-party monitoring application may
receive events (e.g. CA, Tivoli, ArcSight, etc.)

non-mainframe events (e.g. from Windows,
UNIX, Linux, etc.)

complete
logs

spool monitor
captures events exclusively recorded in
spool files

universal log scanner
extracts events from multi-line system/appli-
cation log  files of any complexity and format

real-time sniffer
captures SMF & syslog in real-time

file watcher
captures events exclusively recorded in
(disk) log files

»The "whole truth" is provided in a
standardized manner – of course, in
real-time!

• SF-NoEvasion provides all its logs in a
standardized manner, namely as SMF
records. It thus easily becomes part of
your regular audit and log procedures.

• A powerful SMF reporting utility is
included making all audit and security
relevant standard z/OS SMF records also
easy to use (e.g., RACF, DB2, TCP/IP etc.).

• The provided plug and play Event For-
warder connects SF-NoEvasion easily to
any third-party monitoring solution,
such as SIEMs, IDS and others (e.g. CA,
Tivoli, ArcSight, etc.) – any medium is
supported (e.g. syslog, etc.).

» Environmental and operational facts:
• SF-NoEvasion lets you review Security

Server (RACF), console and FTP session
commands as well as user authentica-
tion, user password changes, system
command service calls, and much more.

• It is available for z/OS, and works in
accord with all common security sys-
tems (Security Server (RACF), CA-ACF2
and CA-TSS). Some feature's availa-
bility depends on the security system
in use.

• No operational risks are involved. SF-
NoEvasion supports warning modes on
several levels, and performs compre-
hensive reviews on its configuration
before starting up, thereby avoiding
any problems or damage.

• Highly flexible and precise white lists
let you define all exceptions required by
complex operational environments.

• Highly efficient programming techni-
ques result in almost non-measurable
CPU time consumption and no impacts.

• Strong self-monitoring guarantees
constant consistency checking, attack
detection, and highest availability.

• No kind of "Extra RACF", "Over RACF"
becomes established questioning the
transparency and effectiveness of your
actual security controls. All SF-No-
Evasion controls are completely trans-
parent and easy to audit.

» Know the "whole truth" about what's
really going on via fully-complete
logging:

• SF-NoEvasion simply logs every critical
event – this is important! No tricky sup-
pression request will be honored any-
more! Isn't it suspicious if system
commands or resource accesses, for
example, are performed without being
logged?

• It constantly enables all audit and
security relevant SMF records regardless
of your system programmer's parmlib
definitions. There is simply no reason to
omit any critical SMF record at any time!

• Records service calls even when the
operating system does not provide audit
capabilities or allows callers to suppress
logging. For example, LDAP's authenti-
cation via RACF will neither always
create RACF SMF records nor update a
user profile by the "last use date".

• Relieves you from the highly challen-
ging "log all or nothing" decisions resul-
ting from missing support of smooth
selection capabilities and granular
controls. For example, FTP either allows
all users or none for any batch job (JCL)
submission and spool access. Have you
also been surprised that FTP does not
record logon attempts with an invalid
user ID, but only those with invalid
passwords?

» Prevent all unauthorized activity via
smart & smooth blocking:

• SF-NoEvasion's smart blocking capabili-
ties include a wide spectrum of smooth
controls, also providing the option to
request confirmation for any action by
different media (e.g., console).

• Replace your RACF password exit by
powerful password quality control. For
example, you may apply individual pass-
word policies to different kinds of users
matching their risk and skill levels – and
preventing "post-its" at terminals.

• Perform password quality screening to
determine the rules and requirements
most of your users struggle with.

• Prevent FTP from weakening your securi-
ty! Manage FTP security smart that criti-
cal data cannot escape and malicious
activity becomes impossible.

• Achieve highly precise and granular
protection of critical commands and ser-
vices – "all or nothing" is finally history. E.
g. user authentication may be performed
by any product as soon as it runs in any
authorized mode. With SF-NoEvasion
you no longer need to allow any authori-
zed environment to perform authentica-
tion for all your user IDs, especially not
for your most critical ones. This signifi-
cantly improves protection of your Web/
Java applications available from outside.

• Prevent the use of highly critical but 100%

unnecessary commands! For example,
there is never a reason why a RACF admi-
nistrator needs to issue a "SETROPTS
NOSAUDIT" command thereby disabling
important audit logging.

• Limit authorities depending on time,
weekday or presence of other employees.

• Prevent any weaknesses that may be
used for professional attacks! The pro-
vided attack-and-misuse detection in
real-time lets you react instantly, such
as by delaying failed logins, resuming
revoked user IDs automatically, and more.

» Compliance via automated modification
(completion) of commands and service
requests means true relief and efficiency:

• Perform automatic completion (modifi-
cation) of commands and service calls in
order to automatically comply with your
policy. This lets you fully automate your
compliance controls! E.g., any UACC > READ
will be automatically replaced by "UACC
(NONE)".

• Prevent the use of the mostly critical
PRIVILEGED attribute, which provides
free resource access without any logging
by the automatic "PRIVILEGED into
TRUSTED" conversion.

• Let all users coming via FTP, the Web
server or other environments automati-
cally receive the RESTRICTED attribute,
and disable all critical privileges.

»you finally know
the whole story«

further components coming with sf-noevasion®

www.fedtke.com ›› tel. ++800-drfedtke (worldwide toll-free) ›› ++800-37333853

»sf-noevasion’s open
concept allows easy
integration of other
event  sources  and
users.«

sf-noevasion®

CA, CA-ACF2 and CA-TopSecret are trademarks of Computer Associates, Inc.  DB2, HSM, MVS, RACF, Security Server and z/OS are trademarks of IBM.  Tivoli is a trademark of Tivoli Systems, Inc.  ArcSight is a trademark of ArcSight, Inc. Other company, product or service names may be the trademarks or service marks of others.


